
How We STACK Up: 
Data Security
The ultimate guide to ensure your data is protected.



We understand that no matter the size of your business, you need a commitment from your tech 
partners to securing your data. Independent and transparent evaluation is crucial. In this eBook, 
you can learn what STACK is doing to help keep you protected. 
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Data breaches can affect everyone.
Data breaches occur nearly half-and-half 

in big and small businesses.1

You might be vulnerable to attacks!
65,000 vulnerabilities were discovered in 2022 

alone. That’s an increase of over 21% from 2021.2

How We Can Help

Why should I be concerned 
about Data Security?
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https://www.verizon.com/business/resources/reports/dbir/2021/smb-data-breaches-deep-dive/
https://www.hackerone.com/reports/6th-annual-hacker-powered-security-report
https://www.stackct.com


SecurityScorecard
SecurityScorecard provides easy-to-understand A-F graded scorecards for improved 
communication, effective compliance reporting, and more informed decision making. 

How it Works

STACK v. Construction Tech STACK v. Major Companies

How We Score
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SecurityScorecard calculates scores based on 
10 factors that reflect different cybersecurity 
practices and risks.
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SOC 2 Compliance

Auth0 Authentication & Authorization

SOC 2 is an auditing procedure developed by the American Institute of CPAs to ensure security, 
availability, processing integrity, and data confidentiality. Organizations can obtain compliance 
only via a rigorous auditing process. STACK is SOC 2 compliant. 

By implementing Auth0 single sign-on (SSO), user management, and identity analytics, 
STACK helps ensure that user data is protected.

Access Control

Two-Factor Authentication

Encryption

Network/Application Firewalls

Intrusion Detection

Performance Monitoring

Processing Monitoring

Disaster Recovery

Security Incident Handling

Quality Assurance

Ready to get started?
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BOOK A MEETING

https://stackct.com/schedule-a-demo/

